Timecheck Software Installation - Guide
Before starting the installation of timecheck software, please ensure IIS, SQL Server 2008 / above, .Net Framework 4.0 and above, Crystal reports 13.0.2000.0 are installed into current machine.
How to check IIS Installed into current machine:
To ensure that IIS is installed on your local system. You may open any browser which you want and then in the address bar of that browser, just type “http://localhost”.
You will see a web page as shown below.
[image: m1]
If you are getting some other screen instead of above screen means IIS is not installed on this machine. To install IIS on local machine, please proceed the below steps based on servers.


IIS Configuration:
Windows 7 / 8 / 10:
To install Internet Information Services (IIS) in Windows 7 / 8 / 10 machine, follow the steps below:
1. Start > Control Panel > Programs and Features
[image: C:\Users\manikandan.rr\AppData\Local\Microsoft\Windows\INetCache\Content.Word\-1379661896.jpg]
2. Click Turn Windows features on or off in left hand side. The Windows Features window will appear.

3. Make sure all features under Internet Information Services and Microsoft .NET Framework are selected.
[image: C:\Users\manikandan.rr\AppData\Local\Microsoft\Windows\INetCache\Content.Word\-174222503.png]
4. Click OK to install selected Windows components, including IIS.
5. Now open any browser which you want and then in the address bar of that browser, just type “http://localhost”. 

You will see a web page as shown below
[image: m1]
Windows Server 2008 / 2008 R2:
This information provides a step by step walk through installing IIS 7.0 on Windows Server 2008.
Ensure that you have administrative user rights on the computer on which you plan to install IIS 7. Note that by default, you do not have administrative user rights if you are logged on as a user other than as the built-in administrator, even if you were added to the local Administrators group on the computer (this is a new security feature in Windows Server 2008 called Local User Administrator).
Log on either to the built-in administrator account, or explicitly invoke applications as the built-in administrator by using the run as command-line tool.
Note: You can run runas /user:administrator cmd.exe so that every application you run from that command line will be elevated, eliminating the need to use the run as syntax from that command line.
If you are logged on to an account other than the built-in local administrator account, you may see the following security alert dialog box.

[image: https://knowledge.digicert.com/content/dam/digicertknowledgebase/library/VERISIGN/ALL_OTHER/Jason%2520R/MMC%2520Windows%2520Security%2520IIS%25207.jpg]
Start Server Manager:
1. To start Server Manager, click Start > All Programs > Administrative Tools > Server Manager.

[image: https://knowledge.digicert.com/content/dam/digicertknowledgebase/library/VERISIGN/ALL_OTHER/Jason%2520R/Server%2520Manager.jpg]
2. In the Server Manager window, scroll down to Roles Summary, and then click Add Roles. The Add Roles Wizard will start with a Before You Begin page. The wizard asks for verification of the following: 
· The administrator account has a strong password.
· The network settings, such as IP addresses, are configured.
· The latest security updates from Windows® Update are installed. 
3. Select Web Server (IIS) on the Select Server Roles page. An introductory page will open with links for further information. 
Note: When you use the Add Roles Wizard to install IIS, you get the default installation, which has a minimum set of role services. If you need additional IIS role services, such as Application Development or Health and Diagnostics, make sure to select the check boxes associated with those features in the Select Role Services page of the wizard. 
4. Select the IIS services to be installed on the Select Role Services page. Add only the modules necessary. In this case, ASP.NET is selected, and a description of ASP.NET appears in the right pane. Once desired modules are added, click next.
Required IIS components need to be selected:
The IIS components listed below satisfy the minimum requirements to run the Web Adaptor. If other IIS components are enabled, they do not need to be removed.
· Web Server
· Common HTTP Features
· Default Document
· Static Content
· Security
· Request Filtering
· Basic Authentication
· Windows Authentication
· Application Development
· .NET Extensibility 4.5
· .NET Extensibility
· ASP.NET 4.5
· ASP.NET
· ISAPI Extensions
· ISAPI Filters
· Management Tools
· IIS Management Console
· IIS 6 Management Compatibility
· IIS 6 Metabase Compatibility
· IIS Management Scripts and Tools
· Management Service
[image: https://knowledge.digicert.com/content/dam/digicertknowledgebase/library/VERISIGN/ALL_OTHER/Jason%2520R/IIS%25207%2520-Select%2520Role%2520Services.jpg]
5. Add any required role services. 
[image: https://knowledge.digicert.com/content/dam/digicertknowledgebase/library/VERISIGN/ALL_OTHER/Jason%2520R/Server%2520Manager%25205.jpg]
6. IIS is now installed with a default configuration for hosting ASP.NET on Windows Server. Click Close to complete the process.
7. Now open any browser which you want and then in the address bar of that browser, just type “http://localhost”. 
You will see a web page as shown below otherwise you need to check above things once again.
[image: m1]









Windows Server 2012 / 2014 / 2016 Configuration:
The following items are the minimum required items for Timecheck Setup kit to run and install properly on Windows Server 2012. To change these settings, open the Server Manager > Roles and verify Web Server (IIS) is installed. View the following details and ensure all of the following items are selected on the server.
To start Server Manager, click Start > All Programs > Administrative Tools > Server Manager.
[image: C:\Users\manikandan.rr\AppData\Local\Microsoft\Windows\INetCache\Content.Word\-786948076.jpg]
Select Role-based or Feature-based Installation:
[image: C:\Users\manikandan.rr\AppData\Local\Microsoft\Windows\INetCache\Content.Word\image7.png]
Select the appropriate server (local is selected by default), as shown below:
[image: C:\Users\manikandan.rr\AppData\Local\Microsoft\Windows\INetCache\Content.Word\image11.png]Required IIS components need to be selected:
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After you have selected all necessary roles and features, click the Next button to confirm your selection. Click the Install button to install selected roles and features on your server.
6. Now open any browser which you want and then in the address bar of that browser, just type “http://localhost”. If its installed successfully, You will see a below web page otherwise it will not see the screen.
[image: m1]

*******************************End of IIS Installation*****************************
Configuring IIS To Run 32-bit Applications On 64-bit Windows (IIS 6.0)
Note from Microsoft: 
Windows Server 2003TM, Service Pack 1 enables IIS 6.0 to run 32-bit Web applications on 64-bit Windows using the Windows-32-on-Windows-64 (WOW64) compatibility layer. IIS 6.0 using WOW64 is intended to run 32-bit personal productivity applications needed by software developers and administrators, including 32-bit Internet Information Services (IIS) Web applications.
To enable IIS 6.0 to run 32-bit applications on 64-bit Windows:
1. Click the Windows Start button. The Start menu/screen appears. Start typing internet information services manager in the search field and click the Internet Information Services (IIS) Manager once it appears.
[image: ]








Install and Set Up SQL
1. Install SQL. 
a) Choose New SQL Server stand-alone installation. [image: New SQL Server stand-alone installation]
b) Include any product updates.
c) Accept the defaults in Feature Selection, Instance Configuration, and Server Configuration.
d) In Database Engine Configuration, under Authentication Mode, choose Mixed Mode. 
[image: Database Engine Conf > Authentication Mode > Mixed Mode]
2. Accept the defaults in remaining dialogs.
3. Click Next button and Install the SQL server.
Installing Timecheck:
1. Click Timecheck.exe file in install kit folder of timecheck.
2. It will ask you to install Crystal report software, click ok.
3. After installation, it will open timecheck software for installation.
4. Click Next button.
5. It will load database configuration page for configuring the timecheck database.
Select / enter server name of sql server, Enter user id and password of selected server.
6. It will take few minutes for installation of timecheck software.
7. After successful installation of timecheck, it will open other setup kit automatically for installation. Please click next button alone here and install all the kit.
8. After the successful installation of all setup kit, it will open timecheck application in IE browser automatically.
Troubleshoot:
· If you got the below error while browse timecheck hosted url in browser, please install the kit which is available in the below path
http://209.68.26.95/anglertechnologieseit/Timecheck/Ajaxkit.zip
· After Installation, if you get the error message page, 
[bookmark: _GoBack]please do the following
1. Go to Timecheck application hosted drive 
2. Find and open web.config file in notepad 
3. find the same value in the file and remove it whole value. 
4. Now refresh the browser, it will open the timecheck application.
[image: ]

· If you got below error message while loading the timecheck application in browser, please proceed the below steps,


[image: ]


1. Open run command in timecheck installed machine.
2. Type iis or inetmgr. It will open below window.
[image: ]

[image: ]
3. Select Application Pools option in left side first and then select DefaultAppPool in center window.
4. Then Click Basic settings options, it will open Edit Application Pool window.
5. Change Managed Pipeline mode to Classic from Integrated.
6. Then restart the IIS.
7. Now goto browser and access the timecheck application, it will open the timecheck.
2. While you click download template button in import master, if you got below alert message please do the below steps,
[image: ]
1. Open run command in timecheck installed machine.
2. Type iis or inetmgr. It will open below window.
[image: ]

[image: ]
3. Select Application Pools option in left side first and then select DefaultAppPool in center window.
4. Then Click Advanced settings option in right side window, it will open advanced settings window.
5. Change the property Enable 32-Bit Applications to True.
6. Then restart the IIS.
7. Now go to browser and access the timecheck application and then try the import master right now.

image5.png
et of s v g st e, ot e e ok

s

 Server sommary.

B serve summaryvep

= Computer nformation

B G senrepeer

PiGmatane:  ursERSy R Cronoe Admsotr Acont
otz woRkeRoe 5 v etork Conecions:
s e 3 Sk M Dby,
waire rsastes ey 5,

e ottt

7 o rotsrowne s e stiogn

= secunty tnformaion @ oo revat
st on & Conge it
indomsodses fotcntgred 8 sy contpuati
g tew [ cotarezesc
S —

b

CoRates SO TS Gt





image6.jpeg
dd Roles Wizard

g’ Select Role Servic
screYouegn

Selectserves Roles
Web Server @15)

Confem Instatasen Seectons
Instataton Progress
Insataton Resits

Selec e o sevices to mstal forVied Serve (I5):

Descrpton:
Vieb Server provees sipport for WL
Vied stes and optonalscpport for
ASPET, AP, a0 Vi erver
extanions. Yo can use e Vied
Serve t hostan e o externsl
ieb ste r o rovie i emvecement
forcevelopers o reate Vieb based





image7.png
Add Roles Wizard

Add role services required for ASP.NET?

You cannot install ASP.NET unless the folowing role services are also
installed:
Web Server (IS)
) Web Server
B Application Development
) Securty
Windows Activation Service (WAS)
Net Environment

1) Why are these role services required?

4





image8.jpeg
Before you begin

Instalation Type

Server Selection

DESTINATION SERVER
Sumbiese

“This wizard helps you install roles, role services, or features. You determine which roles, role services, or
features to install based on the computing needs of your organization, such as sharing documents, or
hosting a website,

To remove roles, roe services, or features:
Start the Remove Roles and Features Wizard

Before you continue, verlfy that the following tasks have been completed:

* The Administrator account has a strong password
* Network settings, such as static IP addresses, are configured
* The most current security updates from Windows Update are installed

Ifyou must verify that any of the preceding prerequisites have been completed, close the wizard,
complete the steps, and then run the wizard again.

To continue, cick Next.

[ Skipths page by defautt

< Previous




image9.png
DESTINATION SERVER

Select installation type bty

Select the installation type. You can install roles and features on a running physical computer or virtual

Before You Begin
machine, o on an offine virtual hard disk (VHD).

Role-based or feature-based installation
Configure a single server by adding roles, role services, and features,

Server Selection

© Remote Desktop Services installation
Install required ole services for Virtual Desktop Infrastructure (VD)) to create a virtual machine-based
or session-based desktop deployment.

< Previous





image10.png
DESTINATION SERVER

Select destination server bty

Before You Begin Select a server or a virtual hard disk on which to install rles and features.

Instaliation Type Select a server rom the senver pool

O Select a virtual hard disk

Server Roles Server Pool

Features

Filter:

Name Operating System

10.121.75.248

< i
1 Computer(s) found
This page shows servers that are running Windows Server 2012, and that have been added by using the
‘Add Servers command in Server Manager. Offline servers and nevly-added severs from which data
collection is stilincomplete are not shown.

< Previous





image11.jpeg
Select server roles

Before You Begin
Instalation Type

Server Selection

Select ane or more roles to install on the selected server.

Roles

4 @
‘Web Server (Installed)
4 [H] Common HTTP Features (Installed)
Default Document (Installed)
Directory Browsing (Installed)
HTTP Errors (Installed)
Static Content (Installed)
[ HTTP Redirection
[] WebDAV Publishing
4[] Health and Diagnostics (insallec)
HTTP Logging (Installed)
[ Custom Logging
[ Logging Tools
[] ODEC Lagging
Request Monitor (Installed)
[ Tracing
4 [H] Performance (Installed)
[ Static Content Compression
Dymamic Content Compression (Instaled)
4 8] Security (nstaled)
Request Fitering (Instaled)
[ Basic Authentication
[ Centraized SSL. Certifcate Support
[ Client Certiicate Mapping Authentication
[ Digest Authentication
[] 1S Client Certfcate Mapping Authentication
O 1P and Domain Restrictions
O URL Authorization
[ Windows Authentication
4 [&] Application Development (installec)
NET Extensibity 3.5 (installec)
NET Extensibity 4.5 (installec)
Application Initislization (Installed)
9] ASP (installed)

DESTINATION SERVER
Sumbiese

Web Server (I5) provides a relible, managesble,
and scalable Web application inrastructure.





image12.jpeg
Select server roles

Before You Begin
Instalation Type

Server Selection

Select ane or more roles to install on the selected server.

Roles

|| Request Filtering (Installed)
[ Basic Authentication
[ Centraized SSL. Certfcate Support
[ Client Certiicate Mapping Authentication
[ Digest Authentication
[] 1S Client Certfcate Mapping Authentication
O 1P and Domain Restrictions
O URL Authorization
[ Windows Authentication
4 & Application Development (installec)
NET Extensibilty 3.5 (installec)
NET Extensibilty 4.5 (installec)
Application Initialization (Installed)
ASP (Installed)
ASP.NET 3.5 (Installed)
ASP.NET 4.5 (Installed)
Oca
ISAPI Extensions (Installed)
ISAPI Filters (Installed)
O Server Side Includes
O WebSocket Protocol
b O FP Server
IS Hostable Web Core (Installed)
Management Tools (Installed)
1IS Management Console (installec)
115 6 Management Compatibilty (installec)
115 6 Metabase Compatibilty (nstalled)
115 6 Management Console (installed)
115 6 Scripting Tools (nstaled)
115 6 WMI Compatibilty (installed)
11S Management Scripts and Tools (Installed)
Management Service (nstaled)
[] Windows Deployment Services:
[] Windows Server Update Services

DESTINATION SERVER
Sumbiese

Web Server (I5) provides a relible, managesble,
and scalable Web application inrastructure.





image13.jpeg
Select features

Before You Begin
Instalation Type

Server Selection

Server Roles

Select one or more features to install on the selected server.

Features

[ NET Framework 3.5 (includes .NET 20 ar (Installed)
[ HTTP Activation (installed)
[ Non-HTTP Activation (Installed)
NET Framework 45 Features (nstal
[ NET Framework 45 (Instal
[ ASPNET 45 (Installed)
4 [E] WCF Serv
& HTTPA
[ Message Queuing (MSMQ) Activation
[] Named Pipe Activation
[ TCP Activation
TCP Port Sharing (installec)
b [ Background Inteligent Transfer Service (BITS)
[ BitLocker Drive Encryption
[ BitLocker Network Unlock
[ BranchCache
O Client for NFS
[] Data Center Bridging
[] Enhanced Storage
[ Failover Clustering
[ Group Policy Management
[ Ink and Handiwriting Services
[] Internet Printing Client
[] 1P Address Management (PAM) Server
[ iSNS Server service:
[ LPR Port Monitor
[] Management OData Iis Extension
[ Media Foundation
b [ Message Quesing
[ Multipath 110
[ Network Load Balancing
[ Peer Name Resolution Protocol
1 Quality Windows Audio Video Experience

DESTINATION SERVER
Sumbiese

NET Framework 3.5 combines the power of
the NET Framework 2.0 APIs with new
technologies for building applications that offer
appealing user interfaces, protect your customers'
personal identity information, enable seamless and
Secure communication, and provide the ability to
model a range of business processes.





image14.png
P B Feedvack T

TOGETHER
e ANAGHEVENRE

R —





image15.png
4 SQU Servr Instalation Center - o x

Planning New SQL Server stand-alone installation o add features'
toan edsting installation

Launch a wizard to install SQL Server 2012in a
Maintenance non-clustered environment or to add features to an.
‘edisting SQL Server 2012 instance.

Toos

. Cress o S0 s 50 50, e T o 30
B e

= Lainch iz o uprade QL S 205,51 Sees

2008 or SQL Server 2008 R2 to SQL Server 2012.

T e 0 ™ s

B S(f)T_ Server2012





image16.png
4 SQU Server 2012 Setup - o x

Database Engine Configuration

‘Specify Database Engine authentication security mode, administrators and data directories.

Setup Support Rules {Server Configuration | Data Directories User Instances  FILESTREAM
Feature Selection
ettt R Specifythe authentication mode and administrators forthe Database Engine.
Instance Configuration Authentication Mode.
EECralrans Windows authentication mode
Server Configuration
o @l Mixed Mode (SQL Server authentication and Windows authentication)
Database Engine Configuration
Reporting Services Configuration | | Specify the password for the SQL Serversystem administrator (sa) account,
Error Reporting B o [o .
Instalation Configuration Rules
ee— R -
Complete Specify SQL Server adminisrators

(S Gl Server administrators

have unrestricted access.

) . to the Database Engine.
The current Windows user is

automatically added here.

Add Current User || Add... || Remove

<Back 3/9 Next > Cancel Help





image17.png
Photos - Capture.PNG -

+m o ®m @ u Reseacene s 2 e G

€« c @ Not secure | 192.168.1.204/timecheck/index.aspx *
Server Error in '/TimeCheck' Application.

Configuration Error
Description: An error occurred dutng ihe processing of a configuraton fls fequied t senvice s request Please review the speciic eor Getalls beow and mody your configuraton fle appropratel.
Parser Error Message: Couid notoad fe or assembly 'VSLangPro} Version=7.0 3300.0, Culure=netral, Pubickey Token=b031S1711d5020a'or ne of s dependencies. The sysiem cannat i he e speciied

Source Error:

Line 38: <add
Line 39 <add

“DevExpress.Xtracharts.v14.2.keb, Versio
DevExpress.Xtraprinting.via.2, Versio

4.2.3.0, Culture=neutral, PublicKeyToken=B88D1754D760EA9A" />
4.2.3.0, Culture=neutral, PublicKeyToken-B88D1754D700E49A" />
Line o: <add 'VsLangProj, version=7.0.3360.0, Culture=neutral, PublicKeyToken=Bo3FSF7F11D50A3A" />

Line 41 <add sHDiagnostics, Version=3.0.0.0, Culture=neutral, PublicKeyToken-B77ASC561934EQ80" />

Line 42: <add assembly="Microsoft.Transactions.Bridge, Version=3.0.0., Culture=neutral, PublicKeyToken=BO3FSF7F11DS@A3A" />

Source File: Cunefpub\wwwioon TimeCheckwen cong — Lines 40

Assembly Load Trace: The following inormalion can be elpful to Getermine why the 3ssembly VSLangPro]. Version=7.0.3300 0, Cullure=neulral, Publckey Token-bO3ISI71105033a'Could not be loaged.

WRN: Assembly binding logging is turned OFF.
To enable assembly bind failure logging, set the registry value [HKLM\Software\Microsoft\FusionlEnableLog] (DHORD) to 1.
Note: There is some performance penalty associated with assembly bind failure logging.

To turn this feature off, remove the registry value [HKLM\software\microsoft\Fusion!EnableLog].

‘Version Information: Mcioson NET Framework Version 4.0 30319, ASPNET Version 47.3535.0

H O Type here to search 73 4)) ENG




image18.png
HTTP Error 500.22 - Internal Server Error

An ASP.NET setting has been detected that does not apply in Integrated managed pipeline mode.

Most likely causes:

« This application defines configuration in the system.web/httpModules section.

gs you can try:

« Migrate the configuration to the system.webServer/modules section. You can do so manually or by using AppCmd from the command line - for example, 9%SystemRoot%\system32\inetsrv\appcmd mig
config "Default Web Site/". Using AppCmd to migrate your application will enable it to work in Integrated mode, and continue to work in Classic mode and on previous versions of IIS.
« If you are certain that it is OK to ignore this error, it can be disabled by setting system.webServer/validation@validatelntegratedModeConfiguration to false.
« Alternatively, switch the application to a Classic mode application pool - for example, %SystemRoot% \system32\inetsrv\appcmd set app "Default Web Site/" /applicationPool:"Classic .NET AppF
~ Only do this if you are unable to migrate your application.

(Set "Default Web Site” and "Classic .NET AppPacl” to your application path and application pool name)

Detailed Error Information:

Module  ConfigurationvalidationModule Requested URL  http://192.168.0.129:80/ TimeCheck/Index.aspx
Notification  BeginRequest Physical Path  C:\inetpublwiwwroot\TimeCheck\ndex.aspx
Handler  PageHandlerFactory-Integrated-4.0 Logon Method  Not yet determined

Error Code  0x80070032 Logon User  Not yet determined




image19.emf



image20.png
< o » ANGLERS7 » Application Pools

File View Help

< @ peit

Web Site
> - 2050727
3 Angler

5 AnglerTC
3 sspnet.clent
B CMITech

B Esstman

1 Printer

This page lets you view and manage the it of application pools on the server. Application pools are associated with worker processes,
contain one o more applications, and provide isolation among different applications.

Fitter: - % Go - ShowAll | Group by: No Grouping -
Status .. Managed Pipeline Mode dentity Applications
Stated  \20  Integrated ApplicationPoolld... 0
Stated  \20  Classic ApplicationPoolld... 0 3
Stated V4D Integrated ApplicationPoolld... 0
Stated  vAD  Classic ApplicationPoolld... 0
Stated V4D Integrated ApplicationPoolld.. 1

Integrated
Classic

ApplicationPoold... 1
ApplicationPoolld..

Stated V4D

Edit Application Pool

NET CLR version:

NET CLR Version v40.30319

Change the property from Integrated to Classic. After|
change, rastart the iis.
Now goto browser and refresh the window.it will opet
timechecK application.

Cancel

3

e

X

(]

this

Add Application Pool...
Set Application Pool Defaul

Application Pool Tasks

Stop

Recycle...

Advanced Seftings...
Rename

Remove
View Applications
Help




image21.png
192.168.0.129 says

Unable To Read File

aster Data Imp. n Home > Er





image22.png
€ 5 &7 ANGLERST » Applcation Pooks

File View Help

@ he

Connections
L]

v = "
Application Pools

@ AnglerMobile
@ Default Web Site

= 2050727

3 Angler

5 AnglerTC

3 sspnet.clent
P CMiTech
Eastman
1 Printer
P Sohitadmin
Sohitadminiew
Timecheck
TimeCheckinfo
TimecheckV2.7

nikandan.r)

1.

2.

ﬁg’ Application Pools

This page lets you view and manage the it of application pools on the server. Application pools are associated with worker processes,
contain one o more applications, and provide isolation among different applications.

Fiter - % Go - GShowAll | Groupby: No Grouping B
Nome Stotus N Managed Ppeline Mode dentity ‘Applcations
@m0 Stoted 120 Inegrated ApplcationPoolid.. 0
DNETV20Clsic  Stried w20 Clasic ApplcatonPoold

NETvAS Storted 40 Inegrated ApplcatonPoold

NETVAS Clssic  Stoied 40 Classic ApplcatonPoold

3 AnglerMibile

Stated  vAD Integrated

e o i
D Timed

Sy .

5

.., —

. =

i o

-

Limit Interval (minutes) 5

e =

= -

i

S

= ——

Gene R

=
B Add Applicaton Poo..
et Appliction Poo Defaul

Application Pool Tasks

Stop

e

Recycle...
Edit Application Pool

Basic Settings.

=]

X Remove

View Applications

@ rer




image1.jpeg
28 Windows

t Information Services

Bienvenue

Jdvozoljok

Microsoft





image2.jpeg
) =[E » Con P » AtCortotPancitems » Progams P

Control Panel Home

View installed updates

& Tum Windows features on or
off

Install  program from the
network

Uninstall or change a program

To uninstall a program, select it from the list and then click Uninstall, Change, or Repair.

Organize +

Name
£717-2ip 920 (64 edition)

8 Adobe Flssh Player 11 ActiveX.
8 Adobe Flssh Player 14 Plugin
WIAgileNET6.10

¢ AMD Catalyst Install Manager
6 AnyMeeting Plug-in

[l staro SSL VPN Client 17

W ComStudio 272
[ Camtudio Lossless Codec 1.5

3 ComStudio 055 Desktop Recorder

3 ComStudio version 27

B CordControl 2080

7 Cisco ystems VPN Client 50070290

O CitixOnline Launcher

2%, CodeSmith Generator 65314838

7 Crysal Reports Baic for Visual tudio 2008

7 Crystl Reports Basic Runtime for Visual Studio 2008 664)
I CutePDF Witer28

[ DstaColection 40013

[ DstaColecton Console 3.1

[ DstaColecton Desktop 3.1

(@ ataCollection Service

Publisher
Igor Paviov

Adobe Systems Incorporated
Adobe Systems Incorporated
SecureTeam Software Ltd,
Advanced Micro Devices, Inc.
AnyMeeting, Inc.

CamStudio Open Source
CamStudio

CamStudio Open Source Dev Te.
CamStudio Open Source
SalesPad, LLC.

Cisco Systems, Inc

Citrix

CodeSmith Tools, LLC

Business Objects

Business Objects

SalesPad, LLC.
SalesPad, LLC.
SalesPad, LLC.
SalesPad, LLC.




image3.png
= [ ) Intemet Information Services
FTP Server
Web Management Tools
& D1 156 Management Compatibiity
156 Management Console
156 Scripting Tools
56 WMl Compati
IS Metabase and IS configuration compat
1J) TS Management Console
134 TS Management Scipts and Tools
134 TS Management Service
= 81, World Wide Web Services
& Wil Application Development Features
NET Exensibity
s
ASPNET
ca
ISAPLBeensions
ISAPIFiters
Senver-Side Includes
& @), Common HTTP Festures
Default Document
Diectory Browsing
HTTP Erors
HTTP Redirection
Sttic Content
WebDAV Publishing
& i) Heatthand Diagnostics
Custom Logging
HTTP Logging
Logging Tools
ODBC Logging
Request Monitor
Tracing
& @), Performance Festures
Dynamic Content Compression
Static Content Compresson
2 @ik Security
Basic Authentiction
Client Ceriicate Mapping Authentication
Digest Authentiction
IS Clent Certficate Mapping Authentication
1P Security
Request Fitering
URL Authorization
Windows Authentication
13} Intemet Information Services Hostable Web Core
13i Media Festures
134 Microsoft NET Famework 351
Windows Communication Foundation HTTP Activation
|1} Windows Communication Foundation Non-HTTP Activation





image4.jpeg
Windows Secuily L

: Microsoft Management Cansole
Microsoft Windows Companent Publisher

J Allow.

I you do ot trust the source do not use ths program. This program ca





